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By	selecting	“I	Agree”,	where	such	option	is	made	available,	or	by	using	the	Palantir	Foundry	Platform	(or	any	Palantir	Technology),
you	and	the	Customer	you	represent	agree	to	abide	by	the	following	use	case	restrictions.	Any	capitalized	terms	not	defined	in	these
Use	Case	Restrictions	will	have	the	meaning	provided	to	them	in	the	Palantir	Terms	of	Service.

In	accordance	with	the	Palantir	Terms	of	Service,	you	and	the	Customer	you	represent	will	not	use	the	platform	for	the	following
purposes:

Promoting,	supporting,	assisting,	or	opposing	political	parties,	committees,	campaigns,	or	organizations

Offensive	cyber	purposes,	including	but	not	limited	to,	using	or	accessing	the	Palantir	Technology	for	the	purposes	of
accessing	without	authorization	or	attempting	to	gain	unauthorized	access	to	third-party	servers,	databases,	computer
systems,	or	data,	and	using	or	accessing	the	Palantir	Technology	for	or	on	behalf	of	entities	(including	state	actors)	intending	to
accomplish	the	latter	purposes

Influencing	labor	union	organizing	efforts

Facial	recognition	for	surveillance	workflows

Law	enforcement	and	government	workflows	(including	but	not	limited	to	investigative	watchlists	and	predictive	policing)

Mobility	tracking	workflows	that	collect,	monitor,	or	track	the	physical	movement	of	identifiable	individuals

Video	analysis	workflows	(including	but	not	limited	to	use	in	connection	with	CCTV	monitoring	and	surveillance)

Immigration	enforcement,	monitoring,	or	surveillance	workflows

Promoting,	distributing,	developing,	manufacturing,	selling,	providing,	policing,	regulating,	or	other	activities	related	to	tobacco,
gambling,	or	controlled	or	illicit	substances

Predatory	targeting	including	but	not	limited	to	workflows	related	to	or	involving	gambling,	tobacco,	alcohol,	or	controlled	or
illicit	substances

Employee	monitoring	(including	but	not	limited	to	insider	threat	or	insider	trading	workflows)

Biometric	identity	verification	workflows

Social	media	data	use,	scraping,	or	collection

Engaging	in	or	supporting	spamming	activities	or	communications,	or	marketing	activities	or	communications	in	violation	of	the
Controlling	the	Assault	of	Non-Solicited	Pornography	and	Marketing	Act	(15	U.S.C.	§	7701	et	seq.),	the	Telephone	Consumer
Protection	Act	(47	U.S.C.	§	227),	and	all	other	applicable	laws	prohibiting	spam	or	otherwise	governing	transmission	of
marketing	materials	and/or	communications


